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Abstract--The industry has always needed a way to identify and locate products at every level of the product chain management. The bar code has been the best way to do it for the last fifty years. Nowadays, bar code is reaching limits as it imposes constraints to be used. Indeed the need of line of sight, reading products one by one and the low data capacity are becoming a restraint for the evolution of the chain. Among the emerging new identification technologies, the RFID (Radio Frequency IDentification) is the most promising one. 
In order to present the FOSSTRAK middleware [1], we will discuss the IT infrastructure that is needed to provide RFID support, and then we will focus on the middleware itself as an example of implementation.

1. Domain of RFID technology
1.1 RFID

R

FID is an identification method which allows retrieving data remotely to manage products or humans characteristics. This technology requires RFID tags which are located on the products that we want to manage and RFID readers which scan tags. 
RFID technology seems to be the best technology to replace the bar code in industrial domain because of its advantages.
Indeed, RFID tags can be read and written out of the line of sight of the readers/writers and moreover, multiple tags can be read almost simultaneously by a single reader. In addition, the detection can be done remotely from hundred meters.
There are two types of RFID tags, passive tags and active ones. The main difference is that active tags are equipped with a power supply that allows them to notify readers of their presence.

Passives RFID tags, which are used in FOSSTRAK project, are little pieces of copper. The readers create a magnetic field, and each tag interferes with it depending of its value. The interference is analyzed to decode the serial numbers of present tags. 
Their use also implies some problems. We will talk about them now, because when you are using a technology, you have to know its defects.

An inconvenient with RFID readers is the number of tags it can detect concurrently, because the magnetic field can be so different from its initial value that it becomes impossible to separate all the tags presents.

Moreover, a RFID tag is not free, it costs almost 0.07€. It’s composed of copper as said previously, so its price is dependant of its course, and you have to recycle the tags to avoid some pollution issues. If you compare this to the price of a bar code, that costs almost nothing because it’s directly printed on the product, and does not have pollution issues: it can be a serious restraint.

Lots of people think that the RFID technology will replace bar code in the industry, but its cost and other defects might slow its progression. Nobody can say today if it will be the next major technology or if it will disappear in a few month, but it’s certain that tags are used and a good platform to handle them is needed.
1.2 Needs and constraints imposed by RFID

In the RFID domain, needs are large because this technology requires first the management of different readers which haven’t the same capacities.

Thus, the platform has to consider the complex background of RFID where the main preoccupations are taken into consideration as the devices heterogeneity. 

Another point to consider is the limited bandwidth available, and that’s why RFID readers don’t have to scan continuously if they are no tag present.

A RFID system has to set up external sensors to trigger readers’ scans to limit the useless scan. 

Moreover, because of a limited bandwidth, a middleware cannot scan more than ten or hundred tags in the same time. We need to find a way to scan more efficiently but the limits exist and it’s a real problem. 
Another problem linked to RFID is reader collisions. In fact, when many tags are located in the same reader area, communications interferences happen due to the simultaneous activity of tags. 

Therefore, a RFID platform has to consider all the reader collisions. 

A false positive appends when a reader detects a tag that isn’t really present. Different case will produce a false positive, like a degradation of the signal in the air or an electronic interference in a card of the reader. 

You will receive a false negative if a tag is present, and the reader doesn’t detect it. An obstacle or a collision in the air will create this problem.
A RFID middleware has to set up a certain number of actions as the reading from a tag and also the writing to a tag. 

In fact, RFID tags have a space memory where its unique ID is stored but this space can contain also additional data such as expiry dates to facilitate data exchange where no network access is available. Moreover, the middleware has to permit the management and the reader state monitoring remotely.

On the data side, provided by readers, scanning by different readers introduce a large amount of data. We need to filter them, remove the duplicate data provided by different readers and group them by category (product) to have a clearer first vision. 

Moreover, once data are filtered they are too confused for a human being. In fact, only tags id are stored associated with the count by product and we need to replace data low-level in their business context.

Once data are gathered, the RFID middleware has to provide a service to store data and can retrieve these data easily.

Finally, regarding the diversity of applications of an organization and its business partners, RFID middleware has to support asynchronous and query-response messages. In fact, data can be captured by different applications and some need to be notified without demand whereas several need information on demand and here the query-response mode is required. 

2. FOSSTRAK
2.1 Presentation
The FOSSTRAK project is intended to support application developers and integrators by providing core software components for track and trace applications. The last release of FOSSTRAK was made on July 2008, so we consider the project is still active. The current implementation of the FOSSTRAK project provides the core components of many RFID system deployments, event repository, filtering and collection of RFID data (edgeware) and tag data translation. Therefore, integrators and developers can focus on what is unique in their deployments and rely on FOSSTRAK implementation for the standard components.
To facilitate the learning of the use of the platform, FOSSTRAK contains simple demo applications that illustrate the functionalities of the EPC Network. Rather than reading through 200+ pages of specifications, new comers to the EPC Network can experiment with real-world demos.

FOSSTRAK is a great source and testing platform for researchers and students who work on RFID issues because it provides an ideal starting point for experimental software and rapid application development: it is free and open source.

The FOSSTRAK project is entirely based on the implementation of standards and specifications provided by EPCGlobal.We will talk about EPCGlobal in section 3.3.
2.2 How FOSSTRAK works?

FOSSTRAK is based on the EPC Global specifications and is composed of 3 modules. 
The Reader module provides support for writing to tags, removing any noise resulting from false negative reads and allows readers to manage their fault and configuration remotely with SNMP protocol.

The filtering and collection middleware module that is the unique interface for all the readers. This module provides a filter for the data of the same product which is scanned by 2 readers. 

The EPCIS module, which receives data from the filtering and collection middleware module and translates them into the corresponding business events. It allows to store data in a repository and retrieve them. 
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2.3 EPCGlobal
The use of RFID tags in industrial domain brought some new problems. The major one was that there were no standards or specifications to unify the industrial applications.

EPCGlobal was set up to achieve world-wide adoption and standardization of Electronic Product Code (EPC) technology in an ethical and responsible way. EPCGlobal leads the development of industry-driven standards for the Electronic Product Code (EPC) to support the use of Radio Frequency Identification (RFID) in today’s fast-moving, information rich, trading networks. 

2.4 Application domain

RFID technology has recently seen growing interest from a wide range of industries such as retail, pharmaceutical, and logistics. Many important societies like Carrefour works to include RFID in their stores, when you use a Velib’ in Paris you use RFID and the expansion is just beginning. Moreover, RFID can be applied on animals and humans as a surrogate of passport. 

As in many other cases, RFID allows to get a more global vision and ease the management of events and moves of entities. The readers scan all the products which contains a RFID tag and that allows to know many features on them.

But once you have collected all the data from readers that scan the products, what are you doing?  

That’s why FOSSTRAK set up a RFID platform which allows managing different RFID readers gathering all the data from the readers and translating the low-level data in a particular business context.

FOSSTRAK can be applied in many domains like for example, the monitoring of goods in a warehouse. Thanks to several RFID readers scanning the different locations of the warehouse, the FOSSTRAK platform is able in a first time to collect data. All readers are administered by the middleware and this latter catches all data. Then, the platform allows filtering and making a first sort in all this collection of data. Then, FOSSTRAK helps efficiently the management of data since it associates them in a business context. In fact, when a data arrives in the FOSSTRAK platform, we only have, for instance, the detection of an RFID tag with tag ID 3455.3454656 by the reader 8745653. This event is too low-level and the platform can help to replace this event in its business context, for instance: DVD packages arrived in warehouse number 3. Moreover, the platform stores all the data in a repository to get data persistence. 

The FOSSTRAK platform allows us to manage among other things logistic problems based on RFID and includes functionalities to place data in a business context. Moreover, all the functionalities proposed by FOSSTRAK meets all the needs required by RFID and takes into consideration many constraints of RFID can generate. 

On the other hand, with documents about other RFID application domains we could think FOSSTRAK can be applied on many other contexts. In fact, in the marina domain, some RFID platforms are present to manage boats movements (number exits, statistics..). FOSSTRAK can be used in this case. Each boat has a RFID tag and some RFID readers are located at the entry of the marina. In the harbormaster’s office, the FOSSTRAK platform will help the team to manage data gathered by the middleware to have a general vision of boats movements and manage in a better way their business. 
We will see RFID platform can help in many domains but can it be the best solution for RFID? We will see now the advantages and the inconvenient of the FOSSTRAK platform.

2.5 Pros of the FOSSTRAK platform

2.5.1 Full implementation of the EPCGlobal specifications
To face the large number of different RFID readers, the EPCGlobal defines some mandatory functionalities, and a huge number of optional ones. To be compliant with the largest number of readers, the FOSSTRAK platform implements all the specifications. This is a big advantage for the developers because the middleware will hide the complexity and the heterogeneity of the hardware part.

2.5.2 False positives and false negatives

When you are working directly with a RFID reader, there are two huge problems: the false positive and negative read.

Both can have critical consequences in some cases. For instance if you are taking care of the proximity of two dangerous products, and you don’t see one of them because of a false negative, the situation can become explosive. The FOSSTRAK platform hides these problems to the user, suppressing them by detecting several positives or negatives in a time delay. For the user, it’s totally transparent and each positive read can be trusted, and we can think that if a tag isn’t detected by a reader, it isn’t present in its area.

2.5.3 Filters and aggregation

If you’re programming directly with your RFID readers, you would have to write each aggregation or filter of the application. For instance, you can have a big area to cover with several readers. In this area, there are tags for the products, and some equipment.  With this middleware, you will only have to configure it instead of programmatically do it. Moreover, you can dynamically add or remove event generation for each aggregation of readers with filters.
2.6 Cons of the FOSSTRAK platform

2.6.1 Heavy java platform

Three parts compose the platform. The first and second ones form a central part which creates aggregations, generates events and establishes a configuration. The third one is the RFID reader embedded software. This part is currently developed in Java and a standard JVM is needed to run the application. Thus, this part of the architecture can’t be deployed on the smallest RFID readers because of the limited available resources. A mobile edition is currently in progress but it’s still a lack of the middleware.
2.6.2 Oriented view of FOSSTRAK

The product is described by the people who did it. So they obviously narrow our vision on the pros of their solution. If there is a huge problem in the platform, they will try to hide it. Due to the fact we’re not fluent with the use of RFIDs, we may not detect them.

However, we have found a possible problem. The platform uses several readers for warehouses, and other ones to detect when a product passes a gate. What happens when somebody is moving items into the warehouse, and the gate detects it, despite it’s not going through the gate. A reader is able to know if a tag is present or not, but it can’t know if it is moving through.

We don’t have any information about how FOSSTRAK can handle this case. Logically, there will be an event, notifying that the product is going out of the warehouse, and another one for it returns in the warehouse. It has to be clearly defined to create a correct application for it.
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2.6.3 RFID problems

We talked about the cons of the RFID technology, like copper pollution and cost. Obviously, all cons of the RFID tags are reflected on the FOSSTRAK platform.

It needs to be mentioned, but it would be hard to develop a RFID middleware without using RFID tags… So we can consider that the users of FOSSTRAK consider that the cons implied by RFID tags are acceptable.

3. Other middleware for RFID

Where is FOSSTRAK placed in the RFID context compared with other solutions? Among the others solutions we found, we have to make two categories. There are complete middleware and there are parts of middleware. As complete middleware, we only found one open source project that leads to a release. This project is named Singularity [2] and was done in 2005. 
The main problem of this middleware is that it is made from one big block. We can read in [3] that "Middleware needs to be modular, easy to deploy, and able to be put in many places, because supply chain activity takes place all over”. This quote provides enough arguments to show that Singularity will be hard to use in an industrial domain. We found plenty of parts of middleware project. The ones which deserve to be mentioned are Rifidi [4] and LLRP Toolkit [5]. These projects are implementing the reader part of middleware. Rifidi is certainly one of the most complete platform to work on RFID reader. It provides tools like simulator and graphical representation of tag management (move near antennas…). LLRP Toolkit is working on the standards of the same name from EPCGlobal. It provides implementation of this standard in lot of language: C / C++ / C# and java. We have to notice that the java implementation of this project was partly done by the FOSSTRAK team. We can conclude here that the FOSSTRAK project is the most complete middleware for RFID applications.
4. FOSSTRAK: a good way to work with RFID

We have seen that RFID tags number was increasing with the time, with the ambition to replace the classic bar code. This technology implies several difficulties and constraints that can really make the development difficult. If you begin from scratch, some low-level and high-level developers will be needed to create a complete solution.

An ideal solution would be to ignore the difficulty created by RFID readers, handle high-level events, and focus your mind on your business specific problems, and not on the technical ones. FOSSTRAK tries to be this solution.

Like all other middleware, the will of FOSSTRAK is to hide your specific problems to let you think about your business specific preoccupations. For instance, CORBA hides the network communications to be focused on the interaction between your classes. FOSSTRAK tries to hide all the hardware particularity of RFID readers.

Despite some inconvenient as the use of a complete Java Virtual Machine on readers, this middleware seems to be a good solution to work with a park of RFID reader. The problem is that the RFID technology contains several problems, reflected on FOSSTRAK. This includes the unit tag price, the limit number of concurrent reads, and other problems specified earlier.

Thus, the future of the FOSSTRAK platform is dependent of RFID’s one. The more RFID tags are used, and the more their defects are corrected, the more FOSSTRAK become an essential tool for the industrial companies.

Moreover, the development of the platform is a really good example of ubiquitous programming. A huge part of its difficulties are present, like heterogeneous devices or volatiles and mobiles elements. The developers identified most of these constraints, found a way to treat it, and implement it.
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